
 
 

 
 

 
1) A copy of your most up to date procurement policy. 

Please find at the following Link 
 

2) A copy of your most up to date I.T. procurement policy. 

We don't have a procurement policy as such. We have Contract Procedure Rules, which can be found in 
the Open Data section on the Council website.  Open data (wigan.gov.uk) 

3) A copy of your most up to date software asset management policy. 

We don’t have separate software and hardware asset management policies.  We have included CMDB 
Policy 

4) A copy of your most up to date hardware asset management policy. 

We don’t have separate software and hardware asset management policies.  We have included CMDB 
Policy 

5) A copy of your most up to date corporate/purchasing credit card policy. 

We do not have a policy for corporate purchasing cards. The framework for their use is within the 
Council’s Constitution, specifically the Financial Procedure Rules, an extract from which is below. 
 

 
 
 
 
 

6) A copy of your most up to date expenses policy 

Travel-and-subsistence-guidance.pdf 
 

 

https://democracy.wigan.gov.uk/documents/s49166/ARTICLE%2014%20-%20FINANCE%20CONTRACTS%20AND%20LEGAL%20MATTERS.pdf?a=1
https://www.wigan.gov.uk/Council/DataProtection-FOI-Stats/Open-Data.aspx
http://thehub/Docs/HR/Smart-working/Travel-and-subsistence-guidance.pdf
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1 Configuration Management Policy   
1.1 Purpose 

The purpose of the Configuration Management (SACM) process is to ensure that the assets 
required to deliver services are properly controlled, and that accurate and reliable information 
about those assets is available. 

1.2 Objectives 

The objectives of SACM are to: 

 Ensure that assets are identified, controlled and properly cared for throughout their 
lifecycle. 

 Locate, Identify, control, record, report, audit and verify services and other configuration 
items (CIs). 

 Account for, manage and protect the integrity of CIs through their lifecycle by ensuring 
that only that only authorised components are used and only authorised changes are 
made. 

 Ensure the integrity of CIs and configurations required to control the services by 
establishing and maintaining an accurate and complete configuration management 
system (CMS). 

 Maintain accurate configuration information on the historical, planned and current state 
of services and other CIs. 

1.3 Scope 

This policy applies to anyone providing support in the Bolton and Wigan Partnership 
organisation. 

 Service assets that need to be managed in order to deliver services are known as 
configuration items (CIs). This could be either physical or virtual items. 

 All CIs will be identified, base lined and maintained and any changes to them are 
controlled, ensuring that releases into controlled environments and operational use are 
authorised.   

 All assets that make up the end to end service for Bolton and Wigan Partnership will be 
maintained within an asset register, and only those assets will be recorded.  

 The cost of each asset will be recorded at time of purchase and entry in the register. This 
will only be for assets entered from 2013.  

 Only hardware and software will be recorded within the SACM. All approved 
documentation such as SLA, Policies, Process and Procedures will be managed through 
change.  
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1.4 Out of scope 

The following hardware is treated as consumable items and not assets and therefore will not be 
recorded or managed: IP Telephony handsets, un-managed printers, Keyboard, monitors, Mice 
and KVM switches. 

Only details of hardware and software assets will be held in the asset register.  

1.5 Value to the business 

Optimising the performance of service assets and configurations improves the overall service 
performance and optimises the costs and risks caused by poorly managed assets, e.g. service 
outages, fines, correct licence fees and failed audits. 

SACM provides visibility of accurate representations of a service, release or environment that 
enables: 

 Identifying, lost or stolen assets 

 Minimising the risk of information security incidents 

 Better forecasting and planning of changes 

 Successful assessment, planning and delivery of changes and releases 

 Resolution of incidents and problems within the service level targets 

 Better adherence to standards, legal and regulatory obligations (fewer non-
conformances) 

 Traceability of changes from requirements 

 Reduced cost and time to discover configuration information when it is needed 

 Proper stewardship of fixed assets that are under the control 

 

1.6 Policy 
 All service asset and configuration management operations costs and resources will be 

commensurate with the potential risks to the services 

 Any governance requirements, specifically around software asset management will be 
adhered to 

 Deliver the warranties as defined by the service level agreements and contracts 

 To maintain adequate configuration information for internal and external stakeholders 

 To provide a level of control for traceability and auditability. 

 Any configuration items without a listed owner are assigned to Dave Pearce, Bolton & 
Wigan Partnership, Chief Technology Officer. 
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1.7 Interfaces 

As the single repository of configuration data and information for IT service management – 
SACM supports and interfaces with every other service management process and activity to 
some degree. Some of the more important interfaces are: 

 Change Management – identifying the impact of proposed changes 

 Financial Management for IT services – capturing key financial information such as cost, 
depreciation methods, owner and user (for budgeting and cost allocation), 
maintenance and repair costs 

 ITSCM – awareness of the assets on which the business services depend, control of key 
spares and software 

 Incident/Problem/Error – providing and maintaining key diagnostic information; 
maintenance and provision of data to the service desk 

 Availability Management in detection of points of failure. 

 

1.8 Outputs 

Outputs from service asset and configuration management include: 

 New and updated configuration records 

 Updated asset information for use in updating the fixed asset register 

 Configuration snapshots and baselines 

 Status reports and other consolidated configuration information 

 

2 Asset Ownership 

 For assets purchased for use by Partner users, the Asset Owner is the Partnership CTIO. For any 
assets purchased for use by BWP Agilisys users, the Asset Owner is the BWP Service Director. 

3 Contacts & Information 

If you have any questions or you are in any doubt about any aspect of the Configuration 
Management process, please contact the Configuration Management Process Owner, Ed 
Haworth within the Bolton and Wigan Partnership 

 

  



6 
 

©. Agilisys 2019 Commercial-in-confidence 

4 Document Control 

4.1 Revision History 

 

Version Date Name Title / Role 

0.5 Feb 2015 Darren Wild Transfer of standard procedure to Bolton and Wigan 
format 

1.0 Feb 2015 Darren Wild Updated Approvals 

1.1 Jun 2015 Darren Wild  Added to section 1.1. “All assets that make up the 
end to end service for” 

1.2 Mar 2017 John Blackmore Review and minor updates 

1.3 Mar 2019 Jamal Aslam Review and minor updates 

1.4 Feb 2020 Ed Haworth Review, minor updates and rebranding 

1.4 Oct 2022 Rebecca 
McGowen 

Review 

 

4.2 Document Approval 

This document requires the following approvals. (‘Approved’ assumes review undertaken prior 
to approval). 

 

Version Date Name Title / Role Approval Status 
(Pending/Approved) 

1.1 Jun 2015 Peter Brooke Service Director Approved 

1.1 Jun 2015 Trevor Billington IT Director Approved 

1.1 Jun 2015 Steve Morgan Partnership Director Approved 

1.3 Mar 2019 Ed Haworth Service Manager Approved 

1.3 Mar 2019 James Adamson Service Director Approved 

1.4 Feb 2020 Darren Wild Information Security Manager Approved 

1.4 Oct 2022 Paul Pickup Service Manager Approved 
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4.3 Document Reviews 

This document has been reviewed by the following people, in addition to those listed above. 

 

Version Date Name Title/Role 

1.1 Jun 2015 Trevor Billington IT Director 

1.1 Jun 2015 Peter Brooke Service Director 

1.4 Feb 2020 Paul Pickup Service Delivery Manager 

1.4 Feb 2020 John Blackmore Service Delivery Manager 

1.4 Oct 2022 Paul Pickup Service Manager 



 

 

 

Agilisys, an employee owned organisation,  
is one of the UK’s fastest growing and innovative cloud 
and digital transformation specialists, enabling 
organisations to adopt technologies, platforms and 
processes that promote new ways of working. 

An established partner for both the public and private 
sector for nearly two decades, we have earned a strong 
reputation and hold deep domain expertise delivering 
change and innovation, particularly within local and 
central government.  

We support our customers through a network of offices 
and centres of excellence throughout the UK, 
employing over 1,500 staff across the UK. 

 

Third Floor, One Hammersmith  
Broadway, London, W6 9DL 

t +44 (0)845 450 1131 
e info@agilisys.co.uk 
w www.agilisys.co.uk 

 
Copyright © 2019 Agilisys. All rights reserved. 
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